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Current Backup Alarms State Overview
This report shows all currently unresolved alarms for the backup infrastructure. Supported platforms: VMware vSphere, Microsoft Hyper-V, Nutanix AHV, oVirt
KVM, Red Hat Virtualization, Proxmox VE, VMware Cloud Director, AWS, Microsoft Azure, Google Cloud, Microsoft Windows, Linux, IBM AIX, Oracle Solaris, Mac,
File shares, Object storage repositories, SAP HANA, Oracle RMAN, SAP on Oracle.

Report Parameters
Infrastructure objects: Veeam Backup & Replication

Alarm statuses: Warning, Error

Summary
Total errors: 33

Total warnings: 13

Total acknowledged: 0

Most triggered alarm: Backup server security & compliance state

Most affected object type: Backup server

Most affected object: srv98.tech.local
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Total Issues Number Top 10 Issues
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Details
172.24.30.100
Backup server

Object Name Backup Server Object Type Alarm Name Status Repeat Count Trigger Time

172.24.30.100 172.24.30.100 Backup server Backup server security & Error 13 All backups 9/12/2025 10:02 PM
compliance state should have at

least one copy
(the 3-2-1
backup rule) -
Best practice
"All backups
should have at
least one copy
(the 3-2-1
backup rule)"
has Not
implemented
status Backup
services should
be running
under the
LocalSystem
account - Best
practice
"Backup
services should
be running
under the
LocalSystem
account" has
Not
implemented
status
Configuration
backup should
be enabled and
use encryption
- Best practice
"Configuration
backup should
be enabled and
use encryption"
has Not
implemented
status Email
notifications
should be
enabled - Best
practice "Email
notifications
should be
enabled" has
Not
implemented
status
Hardened
repositories
should not be
hosted in virtual
machines -
Best practice
"Hardened
repositories
should not be
hosted in virtual
machines" has
Not
implemented
status Host to
proxy traffic
encryption
should be
enabled for the
Network
transport mode
- Best practice
"Host to proxy
traffic
encryption
should be
enabled for the
Network
transport
mode" has Not
implemented
status Latest
software
updates should


